


Deciding on a topic

As a college student of science and technology, you are often required to write a literature
review about a certain topic, or a 1,500-word term paper. In either case, the writing is
a complex process which involves choosing a topic, searching for relevant materials, and

compiling a reference list. Hence the first thing you need to do is to choose a research topic.

A topic is what the essay or research paper is about. Choosing a topic for your literature
review or research paper requires careful consideration. A topic that is too specialized or too
general may bring many problems in terms of the time you can devote to the research or the
sources of information available on the topic. How do you choose a topic which is possible
to research? There are four principles:

1) Interesting. If a topic holds your interest, you will most likely enjoy working on it.
However, you should also be aware of the interest of your readers. For example, if your
readers are from different disciplines or academic backgrounds, your topic should not
be too specific.

2) Important. You also have to consider the value of the topic you are likely to choose,
both academic and social. An essay without practical or theoretical value will probably
not attract readers.

3) Manageable. Narrow down your topic to make your paper manageable. For example, if
you want to discuss the history of a disease, it may not be possible for you to cover all
the important ideas in a 1,500-word essay.

4) Adequate. You have to ask the question: Can the topic | have chosen be researched?
One criterion is that you must make sure that there are adequate source materials
available on the topic. Avoid a topic that has very limited information about it, for it is
difficult to carry out your research without previous studies.

V'R, @B Analyze the steps as to how a topic is made more specific and manageable.

City Development
Sustainable Development of Cities
Sustainable Development of Big Cities
Sustainable Development of Chinese Big Cities

Sustainable Development of Chinese Big Cities from the Biological Perspective

LZ

ESP /AR BT

] e |




| T T T

—p—

(T

/.M, @8 Choose one of the following topics that you are familiar with or interested

in. Then discuss with your partners about the following questions.

1
2
3

Is the topic appropriate for a 1500-word essay? Why or why not?

If the topic is too general, how do you narrow it down to a more manageable topic?

Can you suggest some appropriate topics of each subject?

Global Warming

My narrower subtopics:

1)

2)

3)

Cancer

My narrower subtopics:

1)

2)

3)

Nanotechnology

My narrower subtopics:

1)

2)

3)

Internet

My narrower subtopics:

1)

2)

3)

Artificial Intelligence

My narrower subtopics:

1)

2)

3)

Energy

My narrower subtopics:

1)

2)

3)

3
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Genetic Engineering

My narrower subtopics:
1)
2)
3)

Universe

My narrower subtopics:
1)
2)
3)

/.Y, Read the following two essays concerning computers and answer the
following questions.

1

2
3
4

What is the main idea that each essay tries to illustrate?

In which aspect do the two essays share the same idea?

In which aspect do the two essays differ?

What topic does each essay address? Do you think they are appropriate according to
the four principles mentioned on Page 2?

Text | How Do Computer Hackers “Get Inside” a Computer?’
1 Julie ]. C. H. Ryan

1
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This seems like a straightforward question but it’s actually quite complex in its
implications, and the answer is anything but simple. The trivial response is that
“hackers” get inside a target computer system by exploiting vulnerabilities, but in order
to provide more detail, let’s start from the beginning.

The term “hacker” is fairly controversial in its meaning and interpretation. Some
people claim that hackers are good guys who simply push the boundaries of knowledge
without doing any harm (at least not on purpose), whereas “crackers” are the real
bad guys. This debate is not productive; for the purposes of this discussion, the term
“unauthorized user” (UU) will suffice. This term covers the entire range of folks, from
those involved in organized criminal activities to insiders who are pushing the limits
of what they are authorized to do on a system.

Next let’s explore what it means to “get inside” a computer. This can refer to gaining
access to the stored contents of a computer system, gaining access to the processing
capabilities of a system, or capturing information being communicated between
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systems. Each of these attacks requires a different set of skills and targets a different set
of vulnerabilities.

4 So what do UUs take advantage of? Vulnerabilities exist in every system and there
are two kinds: known and unknown. Known vulnerabilities often exist as the result
of needed capabilities. For instance, if you require different people to use a system in
order to accomplish some business process, you have a known vulnerability: users.
Another example of a known vulnerability is the ability to communicate over the
Internet; enabling this capability, you open an access path to unknown and untrusted
entities. Unknown vulnerabilities, which the owner or operator of a system is not
aware of, may be the result of poor engineering, or may arise from unintended
consequences of some of the needed capabilities.

5 By definition, vulnerabilities may be exploited. These can range from poor password
protection to leaving a computer turned on and physically accessible to visitors in
the office. More than one technical exploit has been managed simply by sitting at the
receptionist’s desk and using his computer to access the desired information. Poor
passwords (for example, a username of “Joe Smith” with an accompanying password
of “joesmith”) are also a rich source of access: password cracking programs can easily
identify dictionary words, names, and even common phrases within a matter of
minutes. Attempts to make those passwords more complex by replacing letters with
numbers, such as replacing the letter O with the number zero, don’t make the task
much harder. And when a UU can utilize a valid username-password combination,
getting access to a system is as easy as logging in.

6 If a target system is very strongly protected (by an architecture that includes both
technical controls such as firewalls or security software, and managerial controls such
as well-defined policies and procedures) and difficult to access remotely, a UU might
employ low-technology attacks. These tactics may include bribing an authorized user,
taking a temporary job with a cleaning company, or dumpster diving’ (rifling through
trash in search of information). If the target system is not so strongly protected, then a
UU can use technical exploits to gain access.

7 To employ technical exploits a UU must first determine the specifications of the
target system. It would do no good whatsoever for a UU to use a technical exploit
against a Microsoft vulnerability if the target system is a Macintosh®. The UU must
know what the target system is, how it is configured, and what kind of networking
capabilities it has. Once these parameters (which can be determined remotely through
a variety of methods) are known, then the UU can exploit the configuration’s known
vulnerabilities. The availability of preprogrammed attacks for common configurations
can make this task quite simple; UUs that use these scripted capabilities are somewhat

>

derisively known as “script kiddies™

8 One way a technically proficient UU can remotely determine the configuration of a
target system is through capabilities inherent in hypertext transfer protocol® (http).

5
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Users who access certain websites actually send configuration information, such as the
type of browser being used, to the requesting site. Once the system configuration is
known, then exploits can be selected.

9 Another type of attack is one that is preprogrammed against specific vulnerabilities
and is launched without any specific target—it is blasted out shotgun style with the
goal of reaching as many potential targets as possible. This type of attack eliminates the
need for the first step, but is less predictable in both outcome and effectiveness against
any given target.

10 Its important to recognize that the end goal of unauthorized access varies depending
on the UU’s motivations. For example, if a UU is trying to gather a lot of zombie
computers’ for use in a distributed denial of service attack, then the goal is to sneak
a client program onto as many computers as possible. One way to do this fairly
effectively is through the use of a so-called Trojan horse program®, which installs the
malicious program without the knowledge or consent of the user. Some of more recent
mass Internet attacks have had this profile as an element of the attack pattern.

11 Protecting yourself against attacks is a multi-step process, which aims to limit and
manage the vulnerabilities of your system. (It's impossible to eliminate them all.) First,
make sure you have all the latest patches for your operating system and applications—
these patches generally fix exploitable vulnerabilities. Make sure your password is
complex: It should include letters, numbers, and symbolic characters in a nonsensical
manner. Also, consider getting a hardware firewall and limiting the flow of data to and
from the Internet to only the few select ports you actually need, such as email and Web
traffic. Make sure your anti-virus software is up-to-date and check frequently to see if
there are new virus definitions available. (If you are using a Windows system, you should
ideally update your virus definitions every day.) Finally, back up your data. That way if
something bad does happen, you can at least recover the important stuff. (1,023 words)

Terms and notes

1 This text is from Scientific American, August 16, 2004.

2 cracker: someone who illegally breaks into a computer system
in order to steal information or stop the system from working
properly 2%

3 dumpster diving: the practice of sifting through commercial
or residential trash to find items that have been discarded by their
owners, but that may be useful to the dumpster diver Hijfi%5

4 Macintosh: a series of personal computers designed,
developed, and marketed by Apple Inc. &K (SERAURH B
—AZINEA NG )

5 script kiddies: a derogative term used to describe those who
use scripts or programs developed by others to attack computer
systems and networks and deface websites. They are more

immature, but unfortunately often just as dangerous exploiter of
security lapses on the Internet. “JZ/ 7"

6 hypertext transfer protocol: the set of rules for transferring
files (text, graphic images, sound, video, and other multimedia
files) on the World Wide Web #SCA &L

7 zombie computer: a computer that has been secretly
compromised by hacking tools which allow a third party to
control the computer and its resources remotely i/ HiJi%

8 Trojan horse program: a malicious computer program that
poses as something desirable or is hidden within a different
program to trick users into loading the malicious software onto
their computers KDFEF
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Electronic Threats of a Computer'

Will Knight

Any computer connected to the Internet faces a daunting range of electronic
threats. Perhaps the biggest single threat to any computer is the humble software
bug. Seemingly harmless programming errors can be exploited to force entry into a
computer and also provide the weak spots that allow computer worms and viruses to
multiply.

Many software bugs will simply cause a computer to crash. But an expert programmer
can sometimes figure out how to make a computer malfunction in a creative way, so
that it provides access to secure parts of a system, or shares protected data.

When a software vulnerability is revealed, it is often a race against the clock to apply
the correct software patch before an attacker can convert the bug into an “exploit” that
can be used to cause major damage.

Viruses and worms

4

A computer virus is a program that spreads between computers by hiding itself within
a—seemingly innocent—document or application. A worm, on the other hand, is a
program that replicates and travels without “infecting” anything else on a system.

Many modern specimens of malicious code, however, use a mixture of tricks to cheat
their way onto computer systems, blurring the line between worms and viruses. The
terms are now often used interchangeably.

The first worms appeared in the 1970s and spread slowly between computers
connected to the same network. They simply displayed an annoying message on the
screen of each infected machine. The first computer virus, called Elk Cloner?, was
written in 1982 and infected computers via floppy disks.

Trojans and zombies

7

But viruses and worms no longer just provide a way for hostile hackers to gain
notoriety. Today’s viral code can contaminate computers at lightning speed, spreading
via email, peer-to-peer” file-sharing networks and even instant messaging programs.
The most successful ones cause serious damage, forcing companies around the globe
to close down while infected computers are cleaned up.

A string of recent specimens have been designed to snatch passwords or credit card
information and install programs that can be used to remotely control infected
machines. These programs are known as Trojan horses.

Text

7

e
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9 There is evidence that virus writers can earn large amounts of money by leasing access

5%»

to networks of compromised computers'—often referred to as “botnets™. These groups
of remote-controlled “zombies” have been used to squeeze out money from websites,
by threatening to crash them with a denial-of-service (DoS) attack’. This involves

overloading a server with fake page requests, so that real messages cannot get through.

Spam’, Spam, Spam

10 Spammers have also begun using botnets to forward unwanted bulk email advertising,
or spam, through scores of zombie PCs. This makes it far more difficult for spam
hunters to block the messages at source and catch the offenders.

11 Once considered a fairly minor problem, spam is rapidly spiraling out of control, and
much more than half of all email messages are now thought to consist of unwanted
advertising messages.

12 To combat computer scientists’ best efforts to stem the tide of junk email, the
spammers have had to become more cunning and sophisticated. More recently, “spim”
(spam by instant messenger) and “spit” (spam by Internet telephony) have joined the fight.

Phishing®

13 Spam’s more sinister cousin is the phishing email. This is a con trick that arrives as
an email and tries to trick a recipient into handing over money or sensitive personal
information like their bank account details or a username and password.

14 The simplest phishing tricks try to deceive a target into sending money as part of a get-
rich-quick scheme. But phishing tricksters are also getting more devious and recent
scams pose as customer service emails and send users to fake banking or commercial
websites where they are invited to “re-enter” their account information.

15 Some genuine sites have even proven vulnerable to software bugs that can be exploited
to capture information from regular users. Phishing is especially threatening because it
can be used to steal a person’s digital identity.

Spyware

16 Along with spam and phishing, spyware represents the third of an unhappy trinity
of Internet pests. These harmful and secret programs typically find their way onto a
computer system alongside another, often free, software application, although some
can also exploit software bugs to get onto a machine. The programs are used to serve
up unwanted adverts, change system settings and gather information on a user’s online
behavior for marketing purposes.
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Hackers

17 The term “computer hacker” was first coined in the 1960s and originally meant
someone capable of developing an ingenious solution to a programming problem. But
the phrase has since fallen into disrepute, entering the popular vocabulary as a term
for a programmer with criminal intent.

18 The earliest “criminal” hackers were in fact relatively harmless, interested in testing the
boundaries of their knowledge and their ability to get around security measures. They
mainly performed harmless pranks, for example employing low-tech tricks to get free
calls through the U.S. phone networks.

19 There are many tools in the modern hacking kit, including network scanners, packet
sniffers’, rootkits'* and decompilers. But “social engineering”—for example, putting a
particularly tempting message in an email header to encourage people to open it—and
even search engines can also be useful weapons for the hacker.

Computer crime

20 As the number of computers networks has grown, so have the possibilities for more
serious misuse. And, as money increasingly becomes a digital commodity, the world
has seen the emergence of serious computer criminals.

21 Criminal gangs have also started to get in on the action, attracted by the huge
quantities of money now spent online every day. There is evidence that dishonest
experts can also earn serious money from crime gangs by breaking into computer
systems, writing viruses and creating phishing scams.

22 And it is not just ordinary desktop computers that are under threat. Governments,
banks and critical infrastructure can also be brought to a standstill by an expert armed
only with a laptop computer and a net connection.

Mobile menace

23 The biggest new target for computer hackers is the mobile device. Virus writers are
already experimenting with code designed for smart phones and experts predict more
may be on the way, while hackers are also looking at ways to crack handheld devices.

24 While the Internet has transformed global communication beyond recognition, the
arms race between those intent on harnessing its power for criminal purposes and
those tasked with preventing them has only just begun. (1,067 words)

9
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1 'This text is from New Scientists, September 4, 2006.

2 Elk Cloner: one of the first known microcomputer viruses
that spread outside the computer system or lab in which it was
written H—AC A RN RS

3 peer-to-peer: a distributed application architecture that
partitions tasks or workloads between peers XA

4 compromised computer: BEGLHIIHEL

5 botnet: a collection of compromised computers which have
been recruited by running malicious software &) %%

6 denial-of-service (DoS) attack: an attempt to make a
computer resource unavailable to its intended users #4552

7 spam: use of electronic messaging systems to send
unsolicited bulk messages indiscriminately hifif4:

8 phishing: an attempt to acquire information such as
usernames, passwords, and credit card details by masquerading
as a trustworthy entry in an electronic communication M

9 packet sniffer: a computer program or a piece of computer
hardware that can intercept and log traffic passing over a digital
network or part of a network #fiEtunRdicss

10 rootkit: a stealthy type of malicious software designed to
hide the existence of certain processes or programs from normal
methods of detection and enable continued privileged access to a
computer FsCHAFEF IR

/KY€ Listen to Lecture 1 and watch the video clips of Lectures 2 and 3, and then

finish the following tasks.

1 Write down the topics of the three lectures according to what you have heard.

Lecture 1:

Lecture 2:

Lecture 3:

2 Compare the topics of the three lectures and the two texts, and write down your own
topics concerning “Hackers”. Then share your topics with your partner and evaluate

each other’s topics. (You may refer back to the four principles listed on Page 2)

Topic 1:

Topic 2:

(T

/'Y, €3 Search on the Internet and find two interesting topics of a particular

subject (IT, genetic engineering, global warming, etc.) and complete the following table.
Then work in groups of 3-4 and evaluate those topics according to the four principles
listed on Page 2.

Subject :

Topic ‘ Title
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Formulating a research question

Aresearch question is a statement that identifies the focus of your topic. It is the question
that your study or your paper wants to answer. For example, you may develop it into
the following research questions if your topic is “Electronic Threats of a Computer”.

1) What kind of electronic threats may our computer face?
2) What are the major characteristics of those threats?

3) How can we cope with those threats?
A research question, therefore, serves two purposes:

1) It identifies the specific objectives your research or your paper will address. You can
check whether you answer it completely when you finish your study or your paper.

2) It determines the size of your research or the length of your paper. Obviously your paper
will be shorter if you answer the third question only (How can we cope with those
threats?).

Hence raising research questions will make your topic more specific, more tangible and
more focused.

1/:%Y, & Read the following two essays and then list their research questions
respectively.

Text 3
Research question 1:

Research question 2:

Research question 3:

Text 4
Research question 1:

Research question 2:

Research question 3:

11
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Text | Advantages of Cloud Computing'
3 Arun Kumar

1 An introduction to cloud computing

1 Before talking about the advantages of cloud computing, let’s look at what cloud
computing is and its various types. Cloud computing offers several advantages by
allowing you to use services that include infrastructure, applications, and/or storage
space for a nominal fee’. As these services are created and offered by the cloud service
provider, you need not purchase additional infrastructure for use at your own premises
(servers, application programs, operating systems, etc.).

2 One can define cloud computing as a pay-per-use model for enabling on-demand
access to reliable and configurable resources that can be quickly provisioned and
released—with minimal consumer involvement in terms of management. You pay only
for the resources you use. You need not set up the infrastructure or buy the software.
This is just an abstraction of the many advantages of cloud computing.

3 Any cloud should have the following characteristics irrespective of whether it is private
or public and irrespective of the type of service it offers:

1 It should be able to quickly allot and relieve resources whenever required by clients;
2 It should have real-time backup to offer maximum up time to clients;

3 It should be able to cater to the needs of clients without having to involve clients
into management of the service.

4 The next section takes a look at advantages of cloud computing by studying the
different types of clouds based on the service they offer.

2 Types of cloud services

5 SaaS’ (Software as a Service): This is the most popular form of cloud services. The
service provider offers a software to support the service on offer. The software is
built by the service provider while the end users can configure it to suit their needs.
The clients (end users) however, cannot change or modify the software. Mozy" is an
example of SaaS. It is basically a backup service that offers a software to help people
back up their data. Thus, you can use the service without actually having to code or
buy the software. You just have to pay a monthly or annual fee to use the service.

6 Paa$S’ (Platform as a Service): It offers a platform to clients for different purposes. For
example, the Windows Azure’® offers a platform to developers to build, test, and host
applications that can be accessed by the end users. The end users may or may not know that
the application is hosted on the cloud. As mentioned earlier, the storage space for user data
may be increased or decreased per the requirement of the applications. As with the SaaS,
you do not need to build the platform. You just pay a nominal fee for using the service.

L12
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7 IaaS’ (Infrastructure as a Service): It offers infrastructure on demand. The
infrastructure can be anything from storage servers to applications to operating
systems. Office 365° offers a combination of these infrastructures and falls under this
category. With Office 365, you can get plenty of applications along with storage space.
Buying infrastructure or renting it out in traditional models can be very expensive.
When you opt for Iaa$, you save a lot on expenses, space, and personnel required to set
up and maintain the infrastructure. The cloud service provider takes care of setting up
and maintaining the infrastructure. You just pay a fee to use it per your requirements.

8 As you can see, there are numerous advantages of cloud computing, the most basic
ones being remote accessibility, lower costs, and quick re-provisions.

3 Green computing

9 This section talks about advantages of cloud computing under green computing. Green
computing can be defined as energy efficient usage of computing resources. Most of the
computers today are Energy Star’ certified. They are designed to reduce the consumption
of electricity while also reducing emissions that damage the environment. Taking the
advantages of cloud computing further contributes to green computing.

10 As cloud computing can always be used to re-provisioning of resources, when you
need to expand, you need not buy the infrastructure to increase the carbon emissions
by way of using more electricity to cool off the computer resources. You can just
expand to the cloud to use the pre-built resources to stop the increase in electricity
usage at your end. You also need not add cooling components thereby reducing
the hazardous emissions. Thus, you save the environment while also saving on the
expenses incurred due to a demand for expansion.

11 The expansion can be as small as writing a code for your business. There are several
generic software available through SaaS. You can use the one that suits your company
or personal needs. This saves you the trouble of adding one or more computers to your
infrastructure for the purpose of storing the database(s) used by the code. This keeps a
check on your electricity usage, thereby contributing to green computing.

12 Cloud computing also allows you to let your employees telecommute. This means
large savings while contributing heavily to environmentally friendly green computing.
Your employees can access the cloud—public or private—from any corner of the
world and can work from their homes. This means they need not drive to the business
premises. This saves them fuel and reduces carbon emissions, which in turn, saves
the environment. You can also cut down the number of electronic devices when
your employees are telecommuting. You use less computers and other machinery;,
which means reduced usage of electricity. If you use less computers and servers, you
also cut down on cooling resources, which reduce both electricity usage and carbon
emissions—again contributing to the environment and green computing.

13
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Conclusion

There are several advantages of cloud computing as evidenced by the above discussion.
Here’s a summary:

Remote Accessibility: With cloud computing, your business is not restricted to a
particular location. This applies to individuals also. You can access the services from
anywhere. All you need is your ID and password. In some cases, there may be extra
security requirements but as they too are mobile, you can easily access your cloud
services from any part of the world.

Easy Expansion: As of the characteristics of cloud computing is its flexibility, you can
quickly access more resources if you need to expand your business. You need not buy extra
infrastructure. You just need to inform your cloud provider about your requirements and
they will allocate resources to you. In most cases, the entire process is automated so the
expansion takes just a few minutes. The same is applicable if you wish to use less resource.
One of the best advantages of cloud computing is easy reallocation of resources.

Security: Though people doubt cloud computing, clouds tend to be more secure than
the traditional business models. Clouds offer real-time backup which results in less
data loss. In case of outage, your customers can use the backup servers that sync' with
the main ones as soon as they are up. Your business gets maximum uptime without
any loss of data during the transitions. Other than this, clouds are less prone to hacks
and DdoS'" attacks as people don’t know the whereabouts of your data.

Environmentally Friendly: Usage of ready-made resources tailored to your needs
helps you reduce the electricity expenses. While you save on electricity, you also save
on resources required to cool off computers and other components. This reduces the
emissions dangerous to environment. (1,229 words )

1 This text is taken from http://www.brighthub.com. a platform virtualization environment—as a service, along with

2 nominal fee: GAEPEAEY

raw storage and networking FEfli 4 RIIR 55888 (2t H =R
Zz—)

3 SaaS: a software delivery model in which software and its
associated data are centrally hosted and typically accessed by
users using a thin client via a web browser over the Internet %4
RIARSASRY (R =R 2 —)

4 Mozy: an online backup service for both Windows and Mac
users TEAfT G (L)

5 PaaS: the delivery of a computing platform and solution
stack as a service “FHRIMRSFHIY ( ZHH=FEILZ —)

6 Windows Azure: a Microsoft cloud platform used to
build, host and scale web applications through Microsoft data
centers AR ITHIBMERSE

7 IaaS: a service delivering computer infrastructure—typically

8 Office 365: commercial software plus services offering a
set of products from Microsoft Corporation, with the initial
plan including a Professional subscription and an Enterprise
subscription fEKRIMVAEME

9 Energy Star: an international standard for energy efficient
consumer products originated in the United States of America
“REIRZ R )

10 sync: moving or working at exactly the same time and
speed [FP, [F A

11 DdoS: a distributed denial of service attack which occurs
when multiple systems flood the bandwidth or resources of a
targeted system, usually one or more web servers ZIELER 5580
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Security Benefits of Cloud Computing' Text
Felician Alecu 4

1 The future of the Internet

1 Today, we can easily notice how the nature of the Internet is changing from a place
used to read Web pages to an environment that allows the users to run software
applications.

2 An interesting analogy, introduced by Nova Spivack’, describes the evolution of the
Web in the following terms:

1) Web 1.0 was seen as read-only, used to create almost static pages, like personal
websites, newspapers, shopping applications and so on.

2) Web 2.0 introduced the read-write content—the publishing becomes participation,
the websites turn into blogs and the blogs were aggregated together into large
collections. Interactivity and collaboration are now very common for the Web
content.

3) Web 3.0 will allow the read-write-execute operations, so the content will become
executable Web.

3 The future belongs to the Web 3.0, also called the intelligent Web, which is the
next stage of the Internet evolution based on the services for data mining, artificial
intelligence, independent agents, speech recognition and new computing models
(distributed, grid3 and cloud).

4 The Web 3.0 can be seen as a new way of creating and using applications that can run
on different devices, like mobile phones or PDAs* and having the data stored into the
cloud.

2 Fundamentals of cloud computing

5 Simply speaking, the cloud means the Internet. The term is derived from the way in
which the Internet is often represented into the network diagrams. Cloud computing
represents a new paradigm of the Internet computing in which the software is seen
as a service and the applications and data are stored on multiple servers that can be
accessed from the Internet.

6 The current cloud computing architecture involves the existence of data centers that
are able to provide services to the clients located all over the world. In this context,
the cloud can be seen as a unique access point for all the requests coming from the
customers/clients.

15
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7 A mobile phone or PDA can successfully play the role of the cloud client. For this
reason, the mobile device should run on the Android’ or iPhone platforms. Also, a
Web browser, like Google Chrome’, can be a cloud client without any problem.

8 The cloud clients could be regular PCs, mobile phones, PDAs or any other similar
devices. Basically, the client is renting or simply accessing the processing capacity
needed from the data center. The quality of the service becomes a crucial factor of the
cloud computing success.

9 It is important to notice that a client could be a hardware device and/or a software
application, like a browser, for example.

10 Cloud computing allows to move the processing effort from the local devices to the
data center facilities. In such a way, any phone, for example, could be able to solve
complex differential equation systems by simply passing the specific arguments to a
data center service that will be capable to give back the results in a very short time. In
these conditions, the security of data and applications becomes a very major issue.

11 The main advantages of the cloud computing are the following:

1) there is no need to download or install a specific software, the software deployment
becomes a very fast and easy task;

2) the cost is low or even free, in some cases. The clients should pay only for the
resources they actually use;

3) if the client computer crashes, there is almost nothing lost because everything is
stored into the cloud;

4) there is no need to update the local system when some new fix packs are released;

5) cloud computing can be used on clients having minimal hardware requirements,
like mobile phones or PDAs;

6) the problem of licensing different software packages is moved to the data center
level;

7) no costs (or very small ones) for hardware upgrades;

8) the users are not dependent by their personal computer because they can use any
other device having an Internet connection and minimum software requirements.

12 Of course there are some disadvantages as well, like:

1) an Internet connection is required in order to be able to access and use the cloud
and this Internet dependence makes the offline mode impossible. On the other
hand, some applications require a high speed Internet connection so the traffic
speed may affect the overall performances;
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2) on a long term basis, the subscription fee may be more expensive than buying the
hardware, for example;

3) it is hard to integrate with the existing in-house infrastructure. Also, moving back
from cloud to the in-house model can be very difficult;

4) there are not enough major suppliers in this field, yet;

5) a very big concern is the data security because the data and the software are located
on remote servers that can crash or disappear without any additional warnings. In
this context, the service quality becomes crucial and the need of the backups is vital.

3 Security benefits

13 The cloud computing provides some major security benefits for individuals or
companies, like the following:

1) centralized data storage—this goes to reduced effects of loosing some hardware
items, like a laptop, for example. While the main part of the applications and data
is stored into the cloud, loosing a client is not a big issue anymore—there are no
sensitive data lost and a new client can be connected to the cloud very fast;

2) monitoring of data access becomes easier because it is enough to monitor only one
place, not thousands of computers belonging to a major company, for example;

3) increased uncertainty—it is almost impossible for a thief to determine which
physical component to steal in order to get a digital asset;

4) virtualization allows a rapid replacement of a compromised server located into
the cloud without major costs or damages. Also, the downtime for computers in
the cloud could be substantially reduced because it is very easy to create a clone by
using an image;

5) logging—extended logs can be activated because the cloud is big enough to store
large collections of data;

6) the security changes can be easily tested and implemented.

Cloud computing is still at the beginning so the list remains wide open for new entries.

4 Conclusion

14 Today, the information infrastructure is moving faster to a simple but very innovative
concept called cloud computing. There are a lot of applications able to exploit the
cloud and the list is expanding faster. Many devices are cloud compatible, like the
traditional computers, PDAs, mobile phones and even browsers (Google Chrome). In
this context, cloud computing is potentially able to offer major security benefits. (1,098
words)
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1 The text is a paper presented on International Conference
on Security for Information Technology and Communication,
November 2008, Bucharest, Romania.

O EWRER)

2 Nova Spivack: an IT entrepreneur and one of the world’s
top thought-leaders on the future of the Web. He also writes
about the future of the Internet and topics about Semantic Web
technology and Web applications. %5 - M Foe (SRR, #

3 grid: grid computing, the application of a network of
computers to a single problem W+ (Hi—RAYHATRIHH %)

4 PDA: personal digital assistant ™ ABHSEIF, % il AL
5 Android: ZsARZE (AP LT Linux FEMFHERERS)
6 Google Chrome: M HF&IFFIIS LA TTH YT ER
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1/: %Y, @ Develop each of the following topics into two or three research questions.

The first one is done for you as an example.

1 Topic 1: Nuclear Waste Disposal
Research questions:
1) What is nuclear waste?

2) What are the harmful effects if nuclear waste is not appropriately disposed of ?

3) How are we supposed to dispose of nuclear waste safely and economically?

2 Topic 2: Threats of Artificial Intelligence
Research questions:

1)

2)

3)

3 Topic 3: The Potentials of Nanotechnology
Research questions:

1)

2)

3)

4 Topic 4: Global Warming and Its Effects
Research questions:

1)

2)

3)
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/%Y, € Brainstorm in groups of interest and/or in groups of disciplines for at

least two potential topics you are going to research in the course and then answer the
following questions.

1  Why do you choose the two topics? For example, are they interesting, important,
controversial, manageable or adequate in source materials?
2 What research questions of each topic do you want to answer through your research?

Topic 1:

My reasons:
1)
2)
3)

My research questions:
1)
2)
3)

Topic 2:

My reasons:
1)
2)
3)

My research questions:
1)
2)
3)
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W Writing a working title

Aworking title refers to the title you think of initially for the essay which you are going to
write, which may be changed as you read more articles and become more involved in
the research.

A good title must briefly but accurately reflect the main ideas of the essay or indicates the
topic you will be discussing in the essay. It is important, therefore, to decide which type of
essay you intend to produce before you begin to think about a title. Two things influence the
type of essay: method and content. The former will use key words like compare, analyze,
contrast, discuss, evaluate, study and assess, and the latter will include the key words like
causes, effects, advantages, benefits, effectiveness and so on apart from the words reflecting
the subject matter like computer hackers, lung cancer, nuclear power plant, energy and so
on. Hence a typical title is composed of : 1) subject matter + 2) key words of the method
+ 3) key words of the content

As English titles tend to use phrases instead of sentences, we will have such titles as:
An Analysis of Psychological Motivation of Computer Hackers
The Comparison of the Effectiveness of Two Approaches to Lung Cancer
The Analysis of Environmental Effects of Nuclear Power Plants

In most cases, however, key words of the methods could be omitted for conciseness. The
following, therefore, are appropriate titles:

Psychological Motivation of Computer Hackers

Effectiveness of Two Approaches to Lung Cancer

Environmental Effects of Nuclear Power Plants

Suppose that you are going to write an essay about Climate Change. Work
in pairs to discuss the following essay titles and tell each other the most appropriate
one(s) you will choose and why.

The Effects of Climate Change

What Are the Economic Effects of Climate Change?

The Causes and Effects of Global Warming

The Melting Poles: the Greatest Danger from Global Warming

How to Combat Climate Change?

Some Effects of Global Warming on China

A Study of Effects of Global Warming on Agriculture

Global Warming Effects on Mental Health

Ozone Depletion and Climate Change

O 0 N QU W=

p—
(=}

Potential Impact of Climate Change on World Food Supply

e
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/%Y, @& Watch the video clips of Lectures 4 and 5, and answer the following questions.

1 What is the relationship between the two lectures in terms of content?

2 In which aspect are the two lectures related to Texts 3 and 4?2

3 What are the titles of the two lectures you may suggest?
Lecture 4:

Lecture 5:

/. %Y. €& Write a working title according to the topic you have chosen for your essay
and discuss with your partner as to whether it is appropriate.

The title for my essay:

Enhancing your academic language

Reading: Text 1

n Match the words with their definitions.

1 debate a toasmall degree or extent
2 somewhat b (computing) that is accepted by the system
3 eliminate ¢ the right to obtain or make use of or take advantage of
4 valid something
5 access d not permanent; not lasting
6 temporary e completely get rid of something that is unnecessary or
7 inherent unwanted
8 application f a piece of computer software that is designed to do a
9 available particular job

10 utilize g a discussion in which reasons are advanced for and

against some proposition or proposal
h obtainable or accessible and ready for use or service
i putinto service
j existing as an essential constituent or characteristic
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Complete the following expressions or sentences by using the target words listed
below with the help of the Chinese in brackets. Change the form if necessary.

Target Words
accompany  attempt capability communicate complex
distribute exploit identify instance interpretation
involve networking  parameter physically physically
predictable process profile range (from... to)  require
site specification  straightforward ~ symbolic target
technical whereas
1 a(n) (RAERY) gesture of love
2 The publisher (4r%) the book in Asia.
3 A€ ” (HbsR) is a place, and so a website.
4 a(n) (. %49) network of systems
5 beusedto (I%51) potential terrorists
6 deal the matter with him (5E4xHh)
7  start with a pretty (H# T 4) question
8 Dbeyond the (3h6E) of the computers
9 it the (H#r) at a distance
10 the person never 241%X) to do anything more
11  ahighly sophisticated (127%)
12 work within the (FRZE K ) of time and budget
13 thanks for your kind (fiFFE)
14 use many (Zlkiy) terms
15 Prices (Afk3El) from 340 U.S. Dollars to 390 U.S. Dollars.
16 (FF4#) a new market in the city
17 be absorbed in the social (HAZ P
18 (¥ %) unnecessary extra charges
19 only one (%f51) out of many
20 get to know more about the (B Akm2717) of the wedding
21 (K1) with her to watch movies
22 the only thing (WTHE ) about life
23 learn the (#2) of the project

Read the sentences in the box. Pay attention to the parts in bold.

of vulnerabilities.

Target Sentence Patterns

1 Each of these attacks requires a different set of skills and targets a different set
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2 Another example of a known vulnerability is the ability to communicate over
the Internet; enabling this capability, you open an access path to unknown and
untrusted entities.

3 Unknown vulnerabilities, which the owner or operator of a system is not aware
of, may be the result of poor engineering, or may arise from unintended
consequences of some of the needed capabilities.

4 These can range from poor password protection to leaving a computer turned
on and physically accessible to visitors in the office.

5 Attempts to make those passwords more complex by replacing letters with
numbers, such as replacing the letter O with the number zero, don’t make the
task much harder.

6 It’s important to recognize that the end goal of unauthorized access varies
depending on the UU’s motivations.

7 One way to do this fairly effectively is through the use of a so-called Trojan
horse program, which installs the malicious program without the knowledge or
consent of the user.

8 Make sure your antivirus software is up-to-date and check frequently to see if
there are new virus definitions available.

Now complete the paragraph by translating the Chinese in brackets. You may refer
to the expressions and the sentence patterns listed above.

When it comes to cloud computing, it is often worried that cloud computing is not
reliable, the worries (Pheeeee #)) “I lose
control over the system with cloud computing” to “My files are not secure with

cloud computing” Actually the worries
CRETX}--1%f#) of cloud computing. Although the security of cloud computing
(B M RZ M BA R 2 R), it

(#T7F 7 id@iE) the future development of computers. Hence

a better understanding of a new technology
(FEAHHIEIY).

n Translate the following sentences from Text 1 into Chinese.

1 Some people claim that hackers are good guys who simply push the boundaries of
knowledge without doing any harm (at least not on purpose), whereas “crackers”
are the real bad guys.

2 This can refer to gaining access to the stored contents of a computer system,
gaining access to the processing capabilities of a system, or capturing information
being communicated between systems.
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3 Unknown vulnerabilities, which the owner or operator of a system is not aware of,
may be the result of poor engineering, or may arise from unintended consequences
of some of the needed capabilities.

4 Another type of attack is one that is preprogrammed against specific vulnerabilities
and is launched without any specific target—it is blasted out shotgun style with the
goal of reaching as many potential targets as possible.

5 Also, consider getting a hardware firewall and limiting the flow of data to and from the
Internet to only the few select ports you actually need, such as email and Web traffic.

Reading: Text 2

n Match the words with their definitions.

1 snatch a something done in order to deceive somebody
2 trinity b someone or something that is dangerous
3 commodity ¢ increase in number or quantity
4 devious d grab or seize quickly
5 trick e stop or halt
6 standstill f group of three things or people
7 menace g pollute
8 specimen h a product that is bought and sold
9 contaminate i roundabout; not straightforward
10 multiply j something taken as an example of its group

Complete the following expressions or sentences by using the target words listed
below with the help of the Chinese in brackets. Change the form if necessary.

Target Words
advert blur compromise convert criminal
cunning daunting disrepute emergence gang
harness humble ingenious interchangeably malfunction
malicious notoriety patch recipient recognition
replicate secure sinister snatch sophisticated
spiral squeeze stem vulnerability
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1 throw away a(n) (#WRH) computer
2 earn somebody considerable CEA)
3 beused (GIEES: )|
4 A computer has (EAEHE).
5 (#%) milk into the bottle
6 a(n) (A7kBIERY) solution to the problem
7  Chinas (Hi) as a great power
8 of (%L549) birth
9 (%K) men often pass for wise.
10 exploit their (392%) to fight them
11  asuspected (3840)
12 ajacket with leather (#MT°) on the elbows
13 the (PHEEI%) looks on his face
14 Thisis a(n) (RELHY) challenge.
15 the virus that can (&) itself
16 His () gossip caused much mischief.
17  The path (#4%€) up the mountain.
18 a(n) (%4xi9) operating system
19 (fi#55K1) my vision
20 (BHLIE) the spread of an epidemic
21 fall into (FR425)
22 solve (B 2:i) electrical problems
23 (FIH) natural resources
24 write a personal note to each (CCEIN)
25 (#%4%) holdings into shares

Read the sentences in the box. Pay attention to the parts in bold.

Target Sentence Patterns

1 But an expert programmer can sometimes figure out how to make a computer
malfunction in a creative way, so that it provides access to secure parts of a
system, or shares protected data.

2 Many modern specimens of malicious code, however, use a mixture of tricks to cheat
their way onto computer systems, blurring the line between worms and viruses.

3 There is evidence that virus writers can earn large amounts of money by leasing
access to networks of compromised computers—often referred to as “botnets”

4 This makes it far more difficult for spam hunters to block the messages at source
and catch the offenders.

5 Once considered a fairly minor problem, spam is rapidly spiraling out of
control, and much more than half of all email messages are now thought to
consist of unwanted advertising messages.

6 Some genuine sites have even proven vulnerable to software bugs that can be
exploited to capture information from regular users.
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7  As the number of computers networks has grown, so have the possibilities for
more serious misuse.
8 And it is not just ordinary desktop computers that are under threat.

Now complete the paragraph by translating the Chinese in brackets. You may refer
to the expressions and the sentence patterns listed above.

(FHiE¥E#£) that as the number of web

users has grown, (BENE WA R K
). Computer hackers (FEFEMFRZ M) the
major threat to the Internet as they can deliver dangerous malware to your computer
and (FIRRAGTHERL) or

GREURII(E ). They can also try to
(BEANPREVITEAL) if you are not protected with a firewall.

n Translate the following sentences from Text 2 into Chinese.

1 Seemingly harmless programming errors can be exploited to force entry into a
computer and also provide the weak spots that allow computer worms and viruses
to multiply.

2 When a software vulnerability is revealed, it is often a race against the clock to
apply the correct software patch before an attacker can convert the bug into an
“exploit” that can be used to cause major damage.

3 The simplest phishing tricks try to deceive a target into sending money as part
of a get-rich-quick scheme. But phishing tricksters are also getting more devious
and recent scams pose as customer service emails and send users to fake banking or
commercial websites where they are invited to “re-enter” their account information.

4 Along with spam and phishing, spyware represents the third of an unhappy trinity
of Internet pests. These harmful and secret programs typically find their way onto
a computer system alongside another, often free, software application, although
some can also exploit software bugs to get onto a machine.

A 26
ESP /2 R¥iE BT




| T T T —h— (T

5 While the Internet has transformed global communication beyond recognition,
the arms race between those intent on harnessing its power for criminal purposes
and those tasked with preventing them has only just begun.

Reading: Text 3

n Match the words with their definitions.

1 category a make a copy of information on your computer

2 premises b arrange something, especially computer equipment, so
3 generic that it works with other equipment

4 infrastructure ¢ the amount or share of something that is given to
5 telecommute someone or used for a particular purpose

6 database d the building and land that a shop, company, etc. uses

7 configure e aproduct that does not have a trademark

8 backup f a group of people or things that all have the same
9 abstraction particular qualities

10 allocation a general idea about a type of a thing or a person

= aQ

a large amount of data stored in a computer system so

that you can find and use it easily

i work for a company at home using a computer
connected to the main office

j basic facilities which function as communication and

power supplies and so on

Complete the following expressions or sentences by using the target words listed
below with the help of the Chinese in brackets. Change the form if necessary.

Target Words
access accessibility allocate applicable automate
back up carbon cater certify check
code developer emission flexibility hack
hazardous host incur irrespective maximum
minimal mobile modify nominal on offer
on-demand  opt outage prone to provision
ready-made reliable sync tailor uptime
whereabouts
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1 (A) of their age and education
2 The program must (4) to the needs of your customers.
3 (%7) to develop lung cancer
4 (1%4%) for one style or the other
5 He supplies the (K H)) amount of information.
6 These product orders should be (%'5).
7 the (#211) of facilities for children
8 arestaurant (&1%EF) for families
9 the need for a tighter (fi#%) on arms sales
10 (LAY excuse
11 The aircraft has been (%#) and improved.
12 provide treatment (FrEiskay)
13 the (%) of the missing documents
14 (A #M) waste must be appropriately dealt with.
15 The terrible damage has been (E=Z37).
16 Few of the rules are (EAET) to the country.
17 an industrial (FFL 1)
18 awhole range of services (Brfitn)
19 (F##) a talk show
20 Itisfree or fora (BN, RAEPER)) charge.
21 get these accounts (AZIIE)
22 ahighly (A3hfk) factory
23 apower (i)
24 Demand and supply are out of (FEH—50).
25 The evidence can (WESE) his story.
26 agreat victory with (#/hiYy) price
27 ahighly (Jiah) society

B Read the sentences in the box. Pay attention to the parts in bold.

Target Sentence Patterns

1 Any cloud should have the following characteristics irrespective of whether it is
private or public and irrespective of the type of service it offers.

2 It should be able to cater to the needs of clients without having to involve clients
into management of the service.

3 Thus, you save the environment while also saving on the expenses incurred due
to a demand for expansion.

4 This saves you the trouble of adding one or more computers to your
infrastructure for the purpose of storing the database(s) used by the code.

5 Your employees can access the cloud—public or private—from any corner of
the world and can work from their homes.

6 As of the characteristics of cloud computing is its flexibility, you can quickly
access more resources if you need to expand your business.

7  Other than this, clouds are less prone to hacks and DdoS attacks as people don't
know the whereabouts of your data.
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Now complete the paragraph by translating the Chinese in brackets. You may refer
to the expressions and the sentence patterns listed above.

(A%) the core structure is popular or is

unpopular, the fact remains evident that it will

(il F il G X R RRA) of computer collapse. Hence the design of the
core structure (M4 T7K) clients who
can work from their homes (H:H A )
making full use of time.

n Translate the following sentences from Text 3 into Chinese.

1 One can define cloud computing as a pay-per-use model for enabling on-
demand access to reliable and configurable resources that can be quickly
provisioned and released—with minimal consumer involvement in terms of

management.

2 As cloud computing can always be used to re-provisioning of resources, when
you need to expand, you need not buy the infrastructure to increase the
carbon emissions by way of using more electricity to cool off the computer
resources.

3 This means they need not drive to the business premises. This saves them fuel and
reduces carbon emissions, which in turn, saves the environment.

4 In case of outage, your customers can use the backup servers that sync with the
main ones as soon as they are up.

5 Other than this, clouds are less prone to hacks and DdoS attacks as people don’t
know the whereabouts of your data.
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Reading: Text 4

n Match the words with their definitions.

1 interactivity a not connected to the Internet
2 subscription b the creation of a virtual (rather than actual) version
3 oftline of something, such as an operating system, a server, a
4 downtime storage device or network resources
5 architecture ¢ the state of having an effect on each other
6 virtualization d can be carried out
7 executable e an amount of money paid regularly to obtain service
8 diagram f a simple drawing which consists mainly of lines and is
9 equation used to explain how a machine works

10 paradigm the structure of a computer system and the way it works

= o

a model for something that explains it or shows how it
can be

i time when a computer is not working

j a mathematical statement saying that two amounts or
values are the same

Complete the following expressions or sentences by using the target words listed
below with the help of the Chinese in brackets. Change the form if necessary.

Target Words

activate aggregate analogy asset browser
centralize clone collaboration compatible compromise
crash crucial derive differential distribute
download facility implement in-house innovative
install integrate laptop license log
loose mine minimum monitor pack
potential replacement specific static substantially
update upgrade

1 A(n) (2&t) is drawn between the two things.

2 Cats and birds are seldom (bhyEm).

3 (43’%) the prizes among the winners.

4 (#447) a new policy to help the unemployed

5 The function can be (#%3%) anytime.

6 a(n) (#1L/9) view of the world

7  The audiences (A&71i5%0) a million people.

8 a(n) (— R E 5 of a real panda

9 look for a(n) (BEHT) way
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10 try to find the (&) of a damaged desk

11  Their business (RRIET).

12 Their equality is (SZERE).

13 (AN ER) for detailed information

14 abridge ("E[5#) enough to last a hundred years
15 Heis a national (ETHN).

16 (fli%E}) power in him

17  airport (i)

18 Hehasto (#A7F) his hold.

19 (%5Wr) his conversation

20 help individuals (ffid&)7, m@i&7T) into the community
21 From his father he (#%#%) his enthusiasm for sports.
22 (f&iT, ®#7) a textbook

23 ('F#) the material to your computer

24 (#25) the pay and status of the teacher

25 They are only (#1tHE) for beer.

26 pay (#%221)) rents according to their income

27 (%#¢) a new computer in the office

28 practice each day for a(n) (&) of 30 minutes
29 alot of company will do (N#RHY) training

30 a(n) (FEZHY) decision

Read the sentences in the box. Pay attention to the parts in bold.

Target Sentence Patterns

1 The websites turn into blogs and the blogs were aggregated together into large
collections.

2 The term is derived from the way in which the Internet is often represented
into the network diagrams.

3 The current cloud computing architecture involves the existence of data centers
that are able to provide services to the clients located all over the world.

4 On along term basis, the subscription fee may be more expensive than buying
the hardware.

5 In this context, the service quality becomes crucial and the need of the backups
is vital.

6 Virtualization allows a rapid replacement of a compromised server located into
the cloud without major costs or damages.

7 The downtime for computers in the cloud could be substantially reduced
because it is very easy to create a clone by using an image.

8 Cloud computing is still at the beginning so the list remains wide open for new
entries.
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Now complete the paragraph by translating the Chinese in brackets. You may refer

to the expressions and the sentence patterns listed above.

Although the potential of e-business

H

RKBHITRL), it is often plagued by computer viruses. The term computer viruses

CkBXHE—4T571%) the virus “infects” the

executable file or program. Hence developing a way to deal with computer viruses

the virus poses

n Translate the following sentences from Text 4 into Chinese.

(AFH E %), But if we find the way, the threat
(ZRKFER).

1 The term is derived from the way in which the Internet is often represented into

the network diagrams.

2 The current cloud computing architecture involves the existence of data centers

that are able to provide services to the clients located all over the world.

3 This goes to reduced effects of loosing some hardware items, like a laptop, for example.

4  Virtualization allows a rapid replacement of a compromised server located into the

cloud without major costs or damage.

5 Cloud computing is still at the beginning so the list remains wide open for new entries.

Listening: Lecture 1

Listen to Lecture 1 and answer the following questions.

Word Bank boundary /'baundori/ n. A%

Ten Commandments /ko'ma:ndmont/ i

thou /dav/ pron. (% /1) W, /K

shalt /[alt/ v. (i/1%) you shall v Hi&

snoop /snu:p/ v. ik
appropriate /o'provpriert/ v. %l
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1 What is the purpose of the Ten Commandments of Computer Ethics?

2 Why do ethical issues become more important?

3 Which rule is about the way to avoid plagiarism?

4  Which rule do hackers mainly break?

5 What are the main principles behind the Ten Commandments of Computer Ethics?

6 How is Lecture 1 different from Texts 1 and 2 in terms of content?

7 What is the title of the lecture you may suggest?

Listening: Lecture 2

Watch the video clip of Lecture 2 and answer the following questions.

' Word Bank 2nronymous /a'nonsmas/ a. E#M

ravage /'revidz/ v. Sk

legion /'lizdzon/ a. %

hacker /'heeko/ n. B%

newsroom /'njuizrom/ n. #HiEHgwiEE

armband /'armbaend/ n. & Mk

Rupert Murdoch’s News Corp. #ZseHibEr (44 H#R FIBURRIZE A TEEGE—)
inchoate /in'koujt/ a. (R, %) RIFFLIE L
anarchism /'@nokizom/ n. JTEBUFIX

hubris /'hjubrjs/ n. iz

configuration /kon,figo'rerfon/ n. B

Turin /tju'rin/ #3R (ERAVEILTST)

CarderPlanet 3:—JL4RMu;

off-the-shelf a. aiy; B

malware /'malwea/ n. BHEHAM:

out-of-the-box a. FFHiEI I

deploy /di'plo1/ v. #%; i

entrepreneurial / pntropro'na:riol/ a. & F s
axiomatic /, &ksio'matik/ a. ATEWIH

dodgy /'dod3i/ a. ARI%EN; B

rip off %%
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escrow /'eskrou/ system 4 =Ji PR RS

spree /sprii/ n. &, &

stash /stee/ v. 1Fit; JE

aka /e1ker 'er/ (also known as) 75#h

Sri Lanka #iH 2+ CEMER4)

Tamil /'teemil/ n. ZK/KA

interrogate /in'terogert/ v. ({<Hfijih) i)

asylum /o'satlom/ n. (Egif) R

pirate /'parorat/ v. #H, M5

incremental / 1gpkrj'mentl/ a. Hnm

mastermind /'maistomaind/ n. (JUIELAREN ) HiEHl#E
Idaho /'ardohouv/ Z&kmiM (EEMA)

Santa Clara /'seento 'kleara/ Evedihi ( SEREMIAIEE WM PG )
inveterate /in'vetorat/ a. BRE, LR

fraudster /'fro:dsta/ n. Hi¥; ESAL

Nigeria /nar'dzrorro/ Je HFIE (EMIER 4 )

prosaically /prov'zer-1kli/ ad. FREKJid; Hiiieski; Pl
Ankara /'epkora/ R (LHHEHD)

geek /gitk/ n. &%

suave /swaiv/ a. Wz

Asperger’s /'@sp3igo/ n. P B REESIE

autism /'o1tizom/ n. IAMYE

the Pentagon /'pentogon/ Tiffiktk, SEEIEH

dupe /dju:p/ v. i BF

punitive /'pjuinitiv/ a. & ‘

ESP / AR Y&

Who is the mysterious sponsor or “the Anonymous”?

According to the lecturer, what should we do besides putting a huge amount of money

into cybersecurity for the most extraordinary technical solution?

How do the purchaser and the vendor do business on the CarderPlanet?

According to the lecturer, what kind of hackers should not be thrown into jail?

What is the solution to the hacker problem according to the lecturer?

In which aspects is the lecture related to Texts 1 and 2?

What is the title of the lecture you may suggest?
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Listening: Lecture 3

Watch the video clip of Lecture 3 and answer the following questions.

' Word Bank

app (application) N 7

1 What is the function of the app “Earth Fortune”?

2 Why do alot of kids find it difficult to make games?

3 Where does the lecturer put his apps?

4 Why did the lecturer start an app club?

5 What is the big challenge to the iPad program?

6 What is the title of the talk you may suggest?

7 Will the lecturer become a potential hacker? Why, or why not?

Listening: Lecture 4

Watch the video clip of Lecture 4 and answer the following questions.

' Word Bank

hype /haip/ n. KEkEfE

forgery /'fordzori/ n. fhit; thi¥

infrastructure /'infro,strakt o/ n. ikt

EC2 (Elastic Compute Cloud) $tE=itHFE OIS ftn—A ik )
instantiate /in'staen/Tert/ v. /wfl, 25

cache /kee [/ n. WIKEHZMNFEEE

entropy /'entropi/ n. FHERE

API (Application Program Interface) ¥ H#2/F #Hifi

audit log #iitH&
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1 What is the most important obstacle to the adoption of cloud computing?

2 What are the common problems related to security?

3 What is the result of lacking sufficient random numbers when it comes to the entropy?

4  Why does the lecturer say that the infrastructure service is both less secure and more

secure than software service?

5 How shall we apply the cloud computing according to the lecturer’s conclusion?

Listening: Lecture 5

Watch the video clip of Lecture 5 and answer the following questions.

' Word Bank

Canonical —FREARIMATR (LR R ST - WR/RIRIBEIE, 125 TR
ENERIIED)

Ubuntu —/EUsHRH R Linux BAERSE

strategist /'street 5d3ast/ n. IHER

disruptive /dis'taptiv/ a. GRS

innit /'init/ int. (3, 1) ST isn’tit) &6, A%

utility /jur'tiliti/ a. 2

Cloud Pyramid /'prromid/ =itSHEhREKSMMIERI, wffika)2, FREMRH 2
analogy /o'na&elad3i/ n. it

transition /treen'zifon/ n. i #7%

bespoke /br'spauk/ a. Tl

John McCarthy #9%; - 228 ( NTHGEZAL)

grid /grid/ n. Bk, i

commodity /ko'mpd3ti/ n. Fhh, 524

Harvey Hubbell W4 - 15 )R (35[E Hubbell MGG A, DLIFREE )
ubiquitous /jui'bikwjtas/ a. HiAELER

hypothesis /har'ppOasjis/ n. ik

CRM (Customer Relationship Management) % j*>¢ R E

differentiation / diforeni'erfon/ n. X3

feline /'fizlam/ a. #ift

body armor /'aima/ B

virtualization /,va:t fuslai'zeifon/ n. BAULFA

recap /'ritkep/ v. EiRE N

rebrand /rit'breend/ v. % —AHAK

gibberish /'dzibor1f/ n. #Li% ‘

A 36
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Part 1
1 Is the taxi driver’s definition about the cloud computing correct? Why or why not?

2 What is the main process of the transformation of IT infrastructure?

3 Why did some people say that computing power is like electricity?

Part 2
4 What promote the development of the IT industry?

5 What factors drive the transition of industry from as a product world to as a service

world?

6 What is the purpose of the lecturer by doing kitten experiment at the end of his speech?
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